**ПОРУЧЕНИЕ НА ОБРАБОТКУ ПЕРСОНАЛЬНЫХ ДАННЫХ**

г. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ «\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_\_ 2024 г.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, именуемый в дальнейшем «Доверитель», в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, действующего на основании \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, с одной стороны, и

**Фонд «Росконгресс»**, именуемый в дальнейшем «Поверенный», в лице П**омощника Директора по ИТ Диорика Дмитрия Анатольевича**, действующего на основании **Доверенности № РК-24/Д/86 от 01.02.2024 г.,** с другой стороны,

а вместе именуемые «Стороны», в целях выполнения требований Федерального закона от 27.07.2006 N 152-ФЗ «О персональных данных» (далее – 152-ФЗ), подписали настоящее Поручение на обработку персональных данных физических лиц, обрабатываемых техническими средствами (автоматизированная обработка), используемых при подготовке и проведении мероприятий Фонда, о нижеследующем:

1. Поверенный обязуется по поручению и от имени Доверителя совершать действия по обработке персональных данных (далее – Поручение), которые включают следующее: сбор, запись, систематизация, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передача (предоставление, доступ), блокирование, удаление, уничтожение персональных данных.

1.1. Поверенный выполняет поручение, в целях подготовки и проведения мероприятий в рамках заключенного между Сторонами настоящего Поручения.

2. Состав персональных данных, подлежащих обработке, включает фамилию, имя, отчество, пол, год, месяц, дату и место рождения, сведения о гражданстве, реквизиты документа, удостоверяющего личность (серия, номер, кем и когда выдан документ), электронную копию документа, удостоверяющего личность (серия, номер, кем и когда выдан документ), адрес фактического места проживания и адрес регистрации по месту жительства и (или) по месту пребывания, номер телефона, адрес электронной почты, фотографию, сведения о месте работы/учебы и занимаемой должности.

3. Обработка персональных данных осуществляется в целях обеспечения соблюдения требований законодательства Российской Федерации, осуществления аккредитации, получения и активации аккредитационных документов участникам мероприятий, обеспечения соблюдения требований безопасности, пропускного и внутриобъектового режимов на объектах проведения мероприятий, организации электронной записи на ПЦР-тестирование, формирования и ведения информационного ресурса, информационного и организационного сопровождения участников на этапе подготовки и проведения мероприятий, информирования о сроках и месте проведения мероприятий, организации гостиничного размещения, осуществления бронирования (резервирования) мест в объектах размещения, организации транспортного обслуживания участников мероприятий, выдачи товарно-материальных ценностей на площадках проведения мероприятий, предоставления статистической и персонифицированной отчетности по участникам мероприятия, получения визового сопровождения для въезда в страну.

4. Обработка персональных данных должна быть осуществлена в срок до наступления одного из следующих событий, в зависимости от того, что наступит ранее:

4.1. Получение Поверенным от Доверителя письменного Уведомления о необходимости прекращения обработки персональных данных.

4.2. Получение Поверенным от Доверителя письменного Уведомления о получении от субъекта персональных данных запроса на уничтожение персональных данных или отзыва согласия на обработку персональных данных.

4.3. По истечении срока действия настоящего поручения.

4.4. В случае отзыва субъектом персональных данных согласия на обработку персональных данных, в том числе полученного напрямую Поверенным.

5. Передача Доверителем персональных данных для обработки Поверенному осуществляется с согласия субъекта персональных данных.

5.1. Доверитель самостоятельно организует получение и хранение согласий субъектов персональных данных на обработку персональных данных, включая передачу и последующую обработку Поверенным.

6. Доверитель обязан:

6.1. С даты подписания настоящего Поручения передать Поверенному персональные данные для обработки.

7. Поверенный обязан:

7.1. Соблюдать принципы и правила обработки персональных данных, предусмотренные 152-ФЗ.

7.2. Осуществлять обработку персональных данных в соответствии с целями, определенными Сторонами в настоящем поручении.

7.3. Обеспечить при обработке персональных данных их точность, достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных.

7.4. Осуществлять хранение персональных данных в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных.

7.5. Соблюдать конфиденциальность персональных данных, требования, предусмотренные частью 5 статьи 18 и статьи 18.1 152-ФЗ, обеспечивать безопасность персональных данных при их обработке, а также соблюдать требования к защите обрабатываемых персональных данных в соответствии со статьей 19 152-ФЗ, в том числе требование об уведомлении Доверителя в случаях, порядке и сроках, предусмотренных частью 3.1 статьи 21 152-ФЗ.

7.6. В случае выявления неправомерной обработки персональных данных прекратить неправомерную обработку персональных данных в срок, не превышающий 3 (трех) рабочих дней с даты этого выявления.

7.7. В случае достижения цели обработки персональных данных прекратить обработку персональных данных и уничтожить персональные данные в срок, не превышающий 30 (тридцати) дней с даты достижения цели обработки персональных данных.

7.8. В случае отзыва субъектом персональных данных согласия на обработку его персональных данных прекратить их обработку и в случае, если сохранение персональных данных более не требуется для целей обработки персональных данных, уничтожить персональные данные в срок, не превышающий 30 (тридцати) дней с даты поступления указанного отзыва, при этом Доверитель обязан уведомить Поверенного о получении такого отзыва в течение 1 (одного) рабочего дня.

8. В случае неисполнения или ненадлежащего исполнения своих обязательств по настоящему договору Стороны несут ответственность в соответствии с действующим законодательством Российской Федерации.

9. Ответственность перед субъектом персональных данных за действия Поверенного несет Доверитель. Поверенный, осуществляющий обработку персональных данных по поручению Доверителя, несет ответственность перед Доверителем.

10. Моральный вред, причиненный субъекту персональных данных вследствие нарушения его прав, нарушения правил обработки персональных данных, а также требований к защите персональных данных, установленных 152-ФЗ, подлежит возмещению в соответствии с законодательством Российской Федерации. Возмещение морального вреда осуществляется независимо от возмещения имущественного вреда и понесенных субъектом персональных данных убытков.

11. Конфиденциальность персональных данных и требования к защите обрабатываемых персональных данных:

11.1. Стороны, получившие доступ к персональным данным по настоящему поручению, обязуются не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных.

11.2. Стороны при обработке персональных данных обязаны принимать необходимые правовые, организационные и технические меры или обеспечивать их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

11.3. Обеспечение безопасности персональных данных достигается:

- определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;

- применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации от 01.11.2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных» уровни защищенности персональных данных;

- применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;

- оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

- учетом машинных носителей персональных данных;

- обнаружением фактов несанкционированного доступа к персональным данным и принятием мер;

- восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

- установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;

- контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.

11.4. Безопасность персональных данных при их обработке в информационной системе обеспечивается с помощью системы защиты персональных данных, нейтрализующей актуальные угрозы.

11.5. Система защиты персональных данных включает в себя организационные и (или) технические меры, определенные с учетом актуальных угроз безопасности персональных данных и информационных технологий, используемых в информационных системах.

11.6. Поверенный обеспечивает безопасность персональных данных при их обработке в информационной системе.

11.7. Поверенный осуществляет выбор средств защиты информации для системы защиты персональных данных в соответствии с нормативными правовыми актами, принятыми Федеральной службой безопасности Российской Федерации и Федеральной службой по техническому и экспортному контролю во исполнение части 4 статьи 19 152‑ФЗ.

11.8. Поверенный производит определение типа угроз безопасности персональных данных, актуальных для информационной системы, с учетом оценки возможного вреда и в соответствии с нормативными правовыми актами.

11.9. При обработке персональных данных в информационных системах устанавливается требуемый уровень защищенности персональных данных.

11.10. В случае установления факта неправомерной или случайной передачи (предоставления, распространения, доступа) персональных данных, повлекшее нарушение прав субъектов персональных данных, Поверенный обязан с момента выявления такого инцидента Поверенным, уполномоченным органом по защите прав субъектов персональных данных или иным заинтересованным лицом уведомить уполномоченный орган по защите прав субъектов персональных данных, а также Доверителя в случаях, порядке и сроках, установленных частью 3.1 статьи 21 152-ФЗ.

12. Настоящее поручение подлежит прекращению вследствие:

12.1. Отмены поручения Доверителем.

12.2. Отказа Поверенного от исполнения поручения.

12.3. Вступления в действие решения суда о признании Доверителя несостоятельным (банкротом).

12.4. Вступления в действие решения суда о признании Поверенного несостоятельным (банкротом).

13. Споры и разногласия, которые могут возникнуть при исполнении настоящего поручения, будут по возможности разрешаться путем переговоров между Сторонами.

14. В случае, если Стороны не придут к соглашению, споры разрешаются в судебном порядке в соответствии с действующим законодательством Российской Федерации.

15. Настоящее поручение составлено в двух экземплярах, имеющих одинаковую юридическую силу, по одному экземпляру для каждой из Сторон.

16. Поручение вступает в силу с момента подписания и действует до «31» декабря 2024 года.

17. Все изменения и дополнения оформляются дополнительными соглашениями Сторон в письменной форме, которые являются неотъемлемой частью настоящего поручения.

Подписи сторон:

|  |  |
| --- | --- |
|  |  |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Юридический адрес: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_Фактический адрес: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ИНН \_\_\_\_\_\_\_\_\_\_\_\_\_КПП \_\_\_\_\_\_\_\_\_\_\_\_\_ОГРН\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ОКПО \_\_\_\_\_\_\_\_\_\_Банковские реквизиты: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_БИК \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_к/с \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_р/с \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | Фонд «Росконгресс»Юридический адрес: 123610, г. Москва, набережная Краснопресненская, д. 12, подъезд 7, помещение 1101.Фактический адрес: 199106, г. Санкт-Петербург, Средний пр., В.О., д.88, лит. АИНН 7706412930 КПП 770301001ОГРН 1077799005426 ОКПО 99646931Банковские реквизиты: ПАО «Банк «Санкт-Петербург» г. Санкт-ПетербургБИК 044030790к/с 30101810900000000790р/с 40703810148000002341 |
| Генеральный директор \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_/М.П. | Помощник директора по ИТ\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/Д. А. ДиорикМ.П. |